Backup & Restore Guide — Device 365+

Disk Image Snapshots

This solution has licence costs and is recommended only if you want to do Image snapshots for Windows and Linux
machines with the added features of booting from ISO/USB and restoring files online. If you do not want or need
these features, then our Device 365 solution will be more suitable as it has no licence costs. Please check the
differences and costs before proceeding below.

Step 1 - Choose your Storage Region

- If you have partner portal access or have come direct to setup an account, please select which region you
want to store your data from the following listed.

Image Backup UK Image Backup US
Backup Disk Images, Backup Disk Images,
Drives or Partitions Drives or Partitions
(Windows & Linux) (Windows & Linux)

Step 2 — Sign Up Process

- Follow the steps by entering in your details and confirm the account once done.

Step 3 — Software Download and Portal Access

- Download the software from the following links depending on the storage region chosen.
UK — Click here

US — Click here
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https://be-us.onlinedatastorageuk.co.uk/
https://backupeverythingcbp.onlinedatastorageuk.co.uk/

Step 4 — Login to the software and create your Disk Image Backup Set

& Backup Everything Cloud Ba

&, New Protected Item

New Protected Item
Configure settings for the new Protected Item

@) Backup @ Restore oo

@ Help

Backup Types

O B Files and Folders
O ‘?' Microsoft Hyper-V
O € mysaL

O =& Windows System Backup

O @ Disk Image

O [@8 Microsoft Exchange Server

Items My Devices
0B/100GB

O € Microsoft SQL Server

Other devices 0B-0.0%

22 Windows Server System State

< Back

0B
27th 28th st 2nd

Create New Protected Item

4th Today

Backup Everything UK Cloud

0B
27th 28th st 2nd 3rd 4th Today

Uploaded () Downloaded

& New Protected Item

New Protected Item
Select items to be backed up

Disk
v [ Al disks (1)
v D NVMe MTFDKBA1TOQFM-1BD1AABGB

() Raw byte range
() sYSTEM
() unlabelled partition
0 os©
() Raw byte range

() RECOVERY

() Include unused disk sectors for forensic data recovery

C] Select by Drive Letter (advanced)

Browse

O X
Data Size Total Size . C
953.87 GB
1 MB
115.38 MB 260 MB
16 MB
21352 GB 951.83 GB
696.50 KB
701 MB 1.51 GB
< Back Cancel
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Step 5 — Add your Storage Destination and Schedule

You can create cloud and local backup storage vaults. If you have multiple servers - please create a vault PER server.

ad C
&> New Schedule (Wed Mar 5 19:04:25 2025) | Schedule X
1er Command = Advanced
Name: New Schedule (Wed Mar 5 19:04:25 2025)

Storage Vault: ¢ Backup Everything UK Cloud

Schedule: .
Type Description

Also run: () When PC starts

If the last job was Missed
D On error, retry every 30 ¥ minute(s)

upto 1 v time(s)

Save Cancel

Step 6 — Create your Recovery Media

THIS IS THE CRUCIAL STEP - PLEASE ENSURE THAT AFTER CREATING THE IMAGE BACKUP SET, THIS IS COMPLETED

@ Backup @) Restore

@ Create Recovery Media X
(D Help
Create USB Recovery Media
Select base Windows image

This wizard will walk you through the process of creating a bootable recovery USB drive that can be used to restore data.
Please select an available method:
© B WinRE USB (default)

Create a minimal USB environment that boots directly into Backup Everything Cloud Backup PLUS. A 2 GB

removable USB flash drive is required. Items My Devices

0B/100GB 2
O B WinRE IS0

i )B - 0.0%
Create a minimal ISO image file that boots directly into Backup Everything Cloud Backup PLUS. Otherldevices 0B -00%

& Windows To Go

Create a full Windows OS environment. An external USB harddrive is required
This feature is not available on your PC

‘ Linux ISO

Create a minimal ISO image file that boots directly into Backup Everything Cloud Backup PLUS.
This feature is not available on your PC

< Back Next > Cancel

0B 0B
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Restore Process (Steps 7-13)

Step 7 - Launch Restore Process

Click on the "Restore" button/tab to begin the restore wizard

@ Backup & Restore

Step 8 - Select Storage Vault

Choose the vault containing your backup

Click "Next" to proceed

&4 Restore O *

Restore
Select a Storage Vault

This wizard will guide you through the process of restoring your data.

Please select a Storage Vault to restore from:

& EBackup Everything UK Cloud w

: Backup Everything UK Cloud
@ Eackup Everything UK Cloud (2]
# Eackup Everything UK Cloud (3]
@ Eackup Everything UK Cloud (4]

Step 9 - Select Protected Item

Choose the specific backup set you want to restore (e.g., "test")
Verify the backup date is correct

Click "Next" to continue
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&4 Restore O >

Restore
Select a Protected Item

Select a Protected Item to restare: Q, search X Delete.. &
Protected ltem Backup Date
E test Latest

[] show unknown items

Step 10 - Choose Restore Method

Select one of the available restore options:

Restore to physical device(s) - Overwrites local drives
Files and Folders - Restores virtual hard disk files
Granular restore - Extracts individual files/folders
Restore to Hyper-V - Creates new VM in Hyper-V

Restore to VMware vSphere - Creates new VM in VMware
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&, Restore O x

Restore
Select a restore method

You have selected a Disk Image backup snapshot for restore.

O E Restore to physical device(s)

Restore any selected disks or partitions directly back to this computer, This will overwrite your local drives with the restored
data.

(® M Files and Folders
Restore the backed up virtual hard disk files,
D E Granular restore
Extract individual files and/or folders from virtual hard disk files.
D T. Restore to Hyper-V
Restore this disk image backup job as a new virtual machine in Hyper-V,
O VM Restore to VMware vSphere

Restore this disk image backup job as a new virtual machine in VMware vsphere,

|:| Show advanced options

Click "Next" after selection

Step 11 - Select Items to Restore

Choose between "All items" or "Select items..." for granular restore

Review the file list including names, sizes, and modification dates
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&, Restore

Restore

Selectitemi/

() All ltems

(®) Select Items... -ﬁ-"'—-_—

Path Mame
OB test [0 « vm-metadata,json

~  Size

265 B

Maodified
Mon May 26 13:51:11..

Click "Next" when ready

Step 12 - Configure Output Settings

Select output directory (browse to choose location)
Choose whether to restore to original paths
Set overwrite existing files preference

Configure any advanced options if needed:

Prefer temporary files instead of RAM
Allow partial file restores

Allow read-only files to be overwritten

< Back

Hext = Cancel
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&4 Restore

Restore
Select an output directory

Select an output directorny:
Z:"-.prngramfiles"-.becdp|
Restore to original paths
Owverwrite existing files:  If the restored file is different

Advanced options:

|:| Prefer tempaorary files instead of RAM [slower)
|:| Allow partial file restores (zero-out unrecoverable data)

|:| Allow read-only files to be overwritten

Click "Restore" to begin restore

Step 13 - Complete Restore

Monitor the restore progress
Verify restored files in the output directory

Close the wizard when complete

Browse...
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